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Introduction

This document contains the Word presentation of the model generated from the ONAP Eclipse Papyrus UML Information model  using gendoc.  This format is provided to assist the reader that does not use UML or has no access to UML tools.




Classes
CodecsInUse
Description:
The codecsInUse datatype consists of the following fields describing the number of times an identified codec was used over the measurementInterval

CpuUsage
Description:
The cpuUsage datatype defines the usage of an identifier CPU and consists of the following fields:

DiskUsage
Description:
The diskUsage datatype defines the usage of a disk device.

EndOfCallVqmSummaries

Fault
Description:
Fields specific to fault events

FilesystemUsage
Description:
The filesystemUsage datatype consists of the following fields:

GtpPerFlowMetrics

Heartbeat
Description:
The heartbeatFields datatype is an optional field block for fields specific to heartbeat events.

HugePages
Description:
The hugePages datatype provides metrics on system hugePages

Ipmi
Description:
The ipmi (Intelligent Platform Management Interface) datatype provides intelligent platform management interface metrics; it consists of the following fields:

IpmiBaseboardTemperature
Description:
The ipmiBaseboardTemperature datatype consists of the following fields which describe ipmi baseboard temperature metrics:
Field	Type	Required?	Description

IpmiBaseboardVoltageRegulator
Description:
The ipmiBaseboardVoltageRegulator datatype consists of the following fields which describe ipmi baseboard voltage regulator metrics:

IpmiBattery
Description:
The ipmiBattery datatype consists of the following fields which describe ipmi battery metrics:

IpmiFan
Description:

IpmiGlobalAggregateTemperatureMargin
Description:
The ipmiGlobalAggregateTemperatureMargin datatype consists of the following fields:

IpmiHsbp
Description:
The ipmiHsbp datatype provides ipmi hot swap backplane power metrics; it consists of the following fields:

IpmiNic
Description:
The ipmiNic datatype provides network interface control care metrics; it consists of the following fields:

IpmiPowerSupply
Description:
The ipmiPowerSupply datatype provides ipmi power supply metrics; it consists of the following fields:

IpmiProcessor
Description:
The ipmiProcessor datatype provides ipmi processor metrics

LatencyBucketMeasure
Description:
The latencyBucketMeasure datatype consists of the following fields which describe the number of counts falling within a defined latency bucket

Load
Description:
The load datatype provides metrics on system cpu and io utilization obtained using /proc/loadavg

MachineCheckException
Description:
The machineCheckException datatype describes machine check exceptions

MeasDataCollection
Description:
The measDataCollection datatype defines a 3GPP measurement collection structure aligned with the 3GPP PM format

MeasInfo

MeasInfoIdString
Description:
The measInfoIdString datatype provides a string measurement group identifier;

MeasResultInteger
Description:
The measResultInteger datatype provides an integer 3GPP PM measurement result;

MeasResultString
Description:
The measResultString datatype provides a string 3GPP PM measurement result;

MeasTypesInteger
Description:
The measTypesInteger datatype provides an array of integer measurement identifiers associated with the measurement results

MeasTypesString
Description:
The measTypesString datatype provides an array of string measurement identifiers associated with the measurement results

MeasValues
Description:
The measValues datatype provides 3GPP measurement values

Measurement
Description:
Fields specific to measurement events

MemoryUsage
Description:
The memoryUsage datatype defines the memory usage of a virtual machine and consists of the following fields:

MesResultNumber
Description:
The measResultNumber datatype provides a number 3GPP PM measurement result

MobileFlow
Description:
Fields specific to mobility flow events

NicPerformance
Description:
The nicPerformance datatype consists of the following fields which describe the performance and errors of an of an identified virtual network interface card

Notification
Description:
Fields specific to notification events

Other
Description:
The otherFields datatype defines fields for events belonging to the &apos;other&apos; domain of the commonEventHeader domain enumeration.

Perf3gpp

PnfRegistration
Description:
The pnfRegistrationFields datatype defines fields for events belonging to the &apos;pnfRegistration&apos; domain of the commonEventHeader domain enumeration; it consists of the following fields:

ProcessStats
Description:
The processStats datatype provides metrics on system processes; it consists of the following fields:

ProcessorDimmAggregateThermalMargin
Description:
The processorDimmAggregateThermalMargin datatype provides intelligent platform management interface (ipmi) processor dual inline memory module aggregate thermal margin metrics; it consists of the following fields:

SipSignaling
Description:
sipSignalingFields - The sipSignalingFields datatype communicates information about SIP signaling messages, parameters and signaling state.

StateChange
Description:
Fields specific to state change events.

Syslog
Description:
Syslog's can be classified as either Control or Session/Traffic. They differ by message content and expected volume:  
•	Control logs are generally free-form human-readable text used for reporting errors or warnings supporting the operation and troubleshooting of NFs.  The volume of these logs is typically less than 2k per day.
•	Session logs use common structured fields to report normal NF processing such as DNS lookups or firewall rules processed.  The volume of these logs is typically greater than 1k per hour (and sometimes as high as 10k per second).
VES supports both classes of syslog, however VES is only recommended for control logs or for lower volume session logs, less than 60k per hour. High volume session logging should use a file-based transport solution.

ThresholdCrossingAlert
Description:
The thresholdCrossingAlertFields datatype consists of the following fields:

VendorNfNameFields
Description:
vendorNfNameFields - The vendorNfNameFields provides vendor, nf and nfModule identifying information.

VesEvent
Description:
An ONAP event is an aggregation of a header and a message.  Event messages may be published to a message broker by service instances, resource instances, or ONAP platform components.  Service or resource instances may be in support of network infrastructure or customer services.  Interested platforms may subscribe to events on the message broker (e.g. Centralized Testing Platform CTP) may see an event on a service VNF instance and perform an automated test as part of a closed loop management policy.  Events are unique and distinguishable from one another.

ONAP event messages are serialized as a unicode ASCII character string which may be formatted as JSON, XML, etc... Appropriate schemas will be supplied. 

VoiceQuality
Description:
The voiceQuality class provides statistics related to customer facing voice products; consists of the following fields:

measInfoIdInteger
Description:
The measInfoIdInteger datatype provides an integer measurement group identifier;

measResultNull
Description:
The measResultNull datatype provides a null 3GPP PM measurement result


Datatypes
ArrayOfSchemaObject
ArrayofNamedHashMap
HashMap
NamedHashMap
ProcessStats
SchemaObject
SchemaObjectInstance
ThresholdCrossingAlertCounter
Enumerations 
AlertAction enumeration
Description:
Possible alertActions within thresholdCrossingAlertFields
Contains Enumeration Literals:
· SET
· CONT
· CLEAR
AlertType enumeration
Description:
Possible values for ThresholdCrossingAlertFIelds alertType attribute.
Contains Enumeration Literals:
· CARD_ANOMALY
· INTERFACE_ANOMALY
· ELEMENT_ANOMALY
· SERVICE_ANOMALY
Domain enumeration
Description:
domain - Event domain enumeration: 

'fault', 'heartbeat', 'measurementsForVfScaling', 'mobileFlow', 'other', 'sipSignaling', 'stateChange', 'syslog', 'thresholdCrossingAlert', 'voiceQuality'
Contains Enumeration Literals:
· FAULT
· HEARTBEAT
· MEASUREMENT
· MOBILEFLOW
· NOTIFICATION
· OTHER
· PERF3GPP
· PNFREGISTRATION
· SIPSIGNALING
· STATECHANGE
· SYSLOG
· THRESHOLDCROSSINGALERT
· VOICEQUALITY
EndpointDescription enumeration
Contains Enumeration Literals:
· CALLER
· CALLEE
EventSeverity enumeration
Description:
Event severity enumeration: 'CRITICAL', 'MAJOR', 'MINOR', 'WARNING', 'NORMAL'. NORMAL is used to represent clear.
Contains Enumeration Literals:
· CRITICAL
· MAJOR
· MINOR
· WARNING
· NORMAL
NicAdminState enumeration
Contains Enumeration Literals:
· IN_SERVICE
· OUT_OF_SERVICE
NicOpsState enumeration
Contains Enumeration Literals:
· IN_SERVICE
· OUT_OF_SERVICE
SyslogFacility enumeration
Description:
Numeric code from 0 to 23 for facility: 
         0             kernel messages
         1             user-level messages
         2             mail system
         3             system daemons
         4             security/authorization messages
         5             messages generated internally by syslogd
         6             line printer subsystem
         7             network news subsystem
         8             UUCP subsystem
         9             clock daemon
        10             security/authorization messages
        11             FTP daemon
        12             NTP subsystem
        13             log audit
        14             log alert
        15             clock daemon (note 2)
        16             local use 0  (local0)
        17             local use 1  (local1)
        18             local use 2  (local2)
        19             local use 3  (local3)
        20             local use 4  (local4)
        21             local use 5  (local5)
        22             local use 6  (local6)
        23             local use 7  (local7) 
Contains Enumeration Literals:
· 0
·  kernel messages
· 1
·  user-level messages
· 2
·  mail system
· 3
·  system daemons
· 4
·  security/authorization messages
· 5
·  messages generated internally by syslogd
· 6
·  line printer subsystem
· 7
·  network news subsystem
· 8
·  UUCP subsystem
· 9
·  clock daemon
· 10
·  security/authorization messages
· 11
·  FTP daemon
· 12
·  NTP subsystem
· 13
·  log audit
· 14
·  log alert
· 15
·  clock daemon
· 16
·  local use 0  (local0)
· 17
·  local use 1  (local1)
· 18
·  local use 2  (local2)
· 19
·  local use 3  (local3)
· 20
·  local use 4  (local4)
· 21
·  local use 5  (local5)
· 22
·  local use 6  (local6)
· 23
·  local use 7  (local7 )
SyslogSev enumeration
Description:
Level-of-severity text enumeration defined below: 
Text 	Sev	Description
Emergency	0	system is unusable
Alert	1	action must be taken immediately
Critical	2	critical conditions
Error	3	error conditions
Warning	4	warning conditions
Notice	5	normal but significant condition
Info	6	Informational messages
Debug	          7	    debug-level messages
Contains Enumeration Literals:
· EMERGENCY
·  system is unusable
·  0
· ALERT
·  action must be taken immediately
·  1
· CRITICAL
·  2
·  critical conditions
· ERROR
·  3
·  error conditions
· WARNING
·  
·  4
·  warning conditions
· NOTICE
·  normal but significant condition
·  5
· INFO
·  Informational messages
·  6
· DEBUG
·  7
·  debug-level messages
TCACriticality enumeration
Description:
Threshold Crossing Alert counter criticality - possible values of CRIT and MAJ.
Contains Enumeration Literals:
· CRIT
· MAJ
VfStatus enumeration
Description:
Virtual function status enumeration: 'Active', 'Idle', 'Preparing to terminate', 'Ready to terminate', 'Requesting Termination'
Contains Enumeration Literals:
· ACTIVE
· IDLE
· PREPARING_TO_TERMINATE
· READY_TO_TERMINATE
· REQUESTING_TERMINATION
























