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What is IBN and Why  IBN

The Intent-Based Network is a closed-loop system that builds and operates networks based on user intent,
providing full lifecycle management of network infrastructure, including network design, implementation,
configuration and operation, which can improve network availability and agility.

IBN can bridge the gap between what your business needs and what your network delivers.

CTNet2025 Networking 
Transformation Scope

 On-demand
 Self-service
 Elastic

 Closed-loop  automation
 Intent driven

Simplified operations

Security throughout the network

Proactive ​management

Continuous alignment 
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IBN Design Ideas and Key Functions

User Intent

Translation &Validation

API

Assurance / 
auto repair

Network
perception

Automated 
configuration

Telemetry Configuration

Network infrastructure (router/switch/controller…)

IBN Life Cycle  Translation &Validation

 Automated configuration

 Network perception

 Assurance and auto repair

Obtain the business intent, converts it into a network
configuration, and verify whether the configuration can
satisfy the business policy on the network model.

Complete network infrastructure configuration through
network automation or network orchestration.

Verify whether the business intent is met in real time and 
automatically fix or notify the user when the intent is not 
met.

Get network running status in real time.
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Intent-Based Network Target Architecture

decision

Translation

Business Layer

Intent Layer

Control Layer

Network Layer

User Input ( Voice, text, GUI, 3rd app…)

Intent Management

Validation

Artificial 
expertise

AI

Intent 
Policy

Configuration

Configuration Management 
& Distribution 

Network telemetry

Date 
Collection & Analytics

• Business Layer
provide various interfaces for different input such as text,
voice, GUI, etc.

• Intent Layer
Enforce the intent of user to be implement according to
user’s input and adjusting for negative feedback

• Control Layer
Responsible for configuration management, distribution and
network status feedback

• Network Layer
Consists of some network element devices such as switches,
routers, controllers and so on. Responsible for specific
implementation of configuration . Collect network topology
information, network traffic information and business flow
path information.



Software Implementation of IBN Demo System 

Text Message 
Conversation

PNF

Business Layer
Voice Conversation Dash Board

Intent Collection

Intent Layer

Net Performance 
Data Collection

MPLS Network 
ControllerControl Service Control Layer

Performance Measurement ServiceChannelSimplified Network

Design Time Run Time

Intelligent Engine

Service Orchestration Engine（SO） Performance Analysis Engine

Resource ManagementPolicyIntent Analysis Engine

SDN Controller VFC Multi Cloud

Text Message 
Conversation

Infrastructure Layer

SDC

VNFS

PNFS

….

Hypervisor/OS OpenStack Kubernetes Public Cloud

Private
Edge Cloud

Private
DC Cloud

Public
Cloud

MPLS IP

Net Performance 
Data Collection

Open Source    
Components：

IBN Demo System  has Realized the intent based network automation (including intents 
translation, intents verification, intents decision making and intents delivered ).

3rd Controller
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IBN Demo System Run Time Workflow

Conversation Agent

Intent Analysis Engine

Intelligent Engine
Network 

Policy
Network Resource Mgt

Service Orchestration

SDN Controller VFC Multi Cloud 

Text Message 

SD-WAN Controller1 

SD-WAN Controller2 

SD-WAN Controller N

VIM/PIM 

User Business Intent

Net Performance 
Data Collection

Performance Analysis Engine

VPN Work Order( Route, QOS reqs )

Sub Orders Sub Orders Sub Orders

Restful Restful

Restful

Restful

Delay/Packet Loss Rate for
Each channel

Report

Report

PNF Performance Measurement ServiceChannelSimplified Network

Infrastructure

VNFS

PNFS

….

Hypervisor/OS OpenStack Kubernetes Public Cloud

Private
Edge Cloud

Private
DC Cloud

Public
Cloud

MPLS IP



Future Plan of IBN with Open Source Projects

Text Message 
Conversation

PNF

Business Layer
Voice Conversation Dash Board

Intent Collection

Intent Layer

Net Performance 
Data Collection

MPLS Network 
ControllerControl Service Control Layer

Performance Measurement ServiceChannelSimplified Network

Design Time Run Time

Intelligent Engine

Service Orchestration Engine（SO） Performance Analysis Engine

Resource ManagementPolicyIntent Analysis Engine

SDN Controller VFC Multi Cloud

Text Message 
Conversation

Infrastructure Layer

SDC

VNFS

PNFS

….

Hypervisor/OS OpenStack Kubernetes Public Cloud

Private
Edge Cloud

Private
DC Cloud

Public
Cloud

MPLS IP

Net Performance 
Data Collection

3rd Controller

SO

DCAE

A&AIPolicy

SDC

SDNC VFC/APPC Multi-VIM/Cloud
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IBN application scenario 

The network is too slow!
I need speed up!!

Intent-Based 
Network

The executions of the IBN：

1.Intent Collection：User feel the network is too slow, need
accelerate .

2.Inent Translation：Analyze and process the intent, translation
the data into the corresponding configuration ,including
bandwidth, delay, jitter, etc.

3.Intent Execution: Calculate the status information of the
network, including bandwidth, delay of each link , Send the path
information of the traffic to the controller and network device to
select different transmission paths for specific traffic.

4.Post-Assessment: Measure bandwidth delay for users in real
time, and feedback the service quality

Intent-Based Network help end users switch  to a 
more suitable low-latency channel according to 
their request.
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Demo System ---- User Portal
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Demo System  ---- Real-time topology monitoring

Src

Dst

Src

Dst
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Demo System ----- System log



Demo 1 :  Switch  Lanes

Intelligent Engine

Policy Management

Resource 
Management

Network Performance 
Analysis

Intention Analysis

INTENT

 Intent 1, Service Type = Video Game,  Intent = Speed up，uid
 Intent 2, 4K Video, Bandwidth, uid
 Intent 3, link load-balance, link-id
 Intent 4, Safety, Gateway ID，uid
 ……

Policy：

 Policy 1, Intent 1, Delay<50mm, Bandwidth>10M, Action = Template_ChangeRouteForVPN
 Policy 2，Intent 2,  Bandwidth> 12M，VPNid,  Action：Template_ChangeRouteForVPN
 Policy 3，Intent 3,  link-id，Action：Template_BanalnceTafficForLink
 Intent 4,   Intent 4，Gateway ID， Action：Template_SafeGuard

VPN Performance Assessment：
 Link 3, Delay=50, FreeBandwidth=120
 Link 4，Delay=60，FreeBandwidth= 110

Resource Available：

 Link 1, Delay=7, FreeBandwidth=14
 Link 2，Delay=21，FreeBandwidth= 22
 Link3，Delay=39，Bandwidth= 100
 Link4,   Delay=42， Bandwidth= 120
 Link5，Delay=53， Bandwidth= 77
 。。。

WorkOrder：

1. Link 1,   VPN[uid]  Create, Bandwidth=10
2. Link 2，VPN[uid] Create，Bandwidth= 10
3. Link3， VPN[uid] Release
4. Link4, VPN[uid] Release
 。。。

ODL Controller VFC

Service Orchestration Engine (ONAP SO)

Multi Cloud

GatewayLink 1 Link 2

Link 3 Link 4
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Network, More Intelligent !

Less Complexity !


